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B.
FEATURES OF THE FIELD

1.  Title:

The field is available in the following form:

-     BSc (Hons) Cyber Security and Computer Forensics with x

where x is a second (minor) subject. Cyber Security and Computer Forensics (CS&CF) can be combined with one of Business, Mathematics, or Statistics.

2.  Modes of Delivery

The field is offered in the following alternative patterns

· Full time

· Sandwich

CS&CF can be studied either as a three year full time course, or a four year sandwich course, with a placement following the completion of year 2.

3.  Features of the Field

The Faculty of CISM offers a Field with major mode in Cyber Security and Computer Forensics (CS&CF) within the Joint Honours programme of the Undergraduate Modular Scheme (UMS). It can be studied in combination with the minor in Business, Mathematics or Statistics. This combination leads to a degree in Cyber Security & Computer Forensics with (the chosen minor field). The CS&CF Field assumes no previous knowledge of Computing and is designed to complement the subject studied in the other field, as well as providing a round education in the broad area of computing. There is provision for the development of a range of transferable skills and ample opportunity to demonstrate ability in applying practical and analytical skills.

C.
EDUCATIONAL AIMS OF THE FIELD

The field of computing has undergone explosive growth in the last decade and has influenced every stratus of society. One of the outcomes is the widening penetration of inappropriate and illegal activities. Among these are explosive growth of unsolicited email, phishing, network security compromise, and electronic storage of illegal material. Addressing these and other related issues requires familiarity with the fundamental concepts, principles and skills that are common to computing as a whole. Thus, the relevant modules are included at Levels 1 and 2, using Java as the core programming language. 

The body of knowledge in the CS&CF field is delivered via core and option modules. Core modules cover material that is essential to any student obtaining a degree in this field, and option modules provide the opportunity for the students to tailor their studies depending on their particular interests. Levels 1 and 2 mainly concentrate on core modules with Level 3 having most options on offer.

There are four main strands to the core of the field, these being:

· The study and application of object-oriented methodology

· The study and application of computer and internet security

· The study and application of information management

· The study and application of web-based programming (Optional).

Graduates who have followed the CS&CF Field should be well prepared for the many opportunities in further academic or professional studies or for employment in Industry, Government, Business or Commerce.

The field shares the general aims and objectives of the Undergraduate Modular Scheme and the particular aims and objectives applicable to all Joint Degrees in the Faculty of CISM. The aims of the Field are to produce graduates who have:-

· a thorough understanding of the structure and operation of computer systems and networks, and an awareness of a wide range of applications of computers to software engineering problems and data management;
· the ability to specify, construct and validate software in a professional fashion;
· studied both mainframe and personal computer systems and the software development techniques in common use in industry and research establishments;
· the knowledge and skills to select and apply suitable computational methods and applications software for the computing investigations;
· ability to collect digital evidence and handle information and the management and analysis of data; 
· an adequate foundation to enable them to appreciate and absorb future developments in computer and network security and to communicate with others within and across discipline boundaries in the design and implementation of solution techniques;
· a range of transferable skills including working in teams, time-management, research, writing (user documentation, reports, handouts) and oral presentation of findings.
D.
LEARNING OUTCOMES (OBJECTIVES) OF THE FIELD

The Learning Outcomes of the CS&CF field will be to produce graduates who will be able to:

1.
Knowledge and Understanding

· demonstrate an understanding of the operation of the components of a computing system

· plan a computer investigation, use various acquisition tools and interpret the evidence

· design and implement a computer network with enhanced security features

2.
Cognitive (thinking) Skills
· translate requirements into forensics computer systems specification and design in order to meet current needs and have the potential for future developments;

· use appropriate information systems with particular reference to the storage, retrieval and analysis of data and to the representation of information;

3.
Practical Skills

· Identify, collect, analyze, organize and validate digital evidence

· demonstrate forensics development skills applicable to all aspects of the computer investigation life-cycle;

· present and document results at a level which is appropriate to the computing knowledge of the recipient;

· demonstrate project management controls and communication skills when developing the final year project;
· demonstrate the technical ability to search and disseminate information using the various tools of the Internet.

· communicate effectively with other scientists in specifying system objectives, implementing solutions using appropriate software and evaluating the results;

4.
Key Skills

On completion of the field students will have acquired transferable skills to:

a.

Communication Skills

receiving and responding to a variety of information e.g. taking part in discussions; selecting, extracting and collating information from appropriate sources; presenting information in a variety of formats/media.

b.

Numeracy


applying numerical skills and techniques to quantitative situations e.g. collecting data; evaluating quantitative data; performing basic calculations.

c.

Information, Communication and Technology
effective use of computer systems to aid data collection, manipulation and presentation e.g. presenting different forms of information; searching for and storing information; on-line communication.

d.
Teamwork

working with others effectively.

e.

Independent Learning

self management and organization leading to attainment of objectives within timelines and personal development e.g. developing research and information handling skills; developing self awareness; monitoring and reviewing own progress

Table 1 below identifies the key skills associated with summative assessment components for core modules and computing options within the field. It should be recognised that, in addition, students will be developing these skills extensively away from these summative assessment exercises: in classes, in formative assessment exercises, in private study and in extra-curricula activities.

Table 1 - Key Skills Summary

	
	
	Communication
	Numeracy
	ICT
	Teamwork
	Independent Learning

	
	
	
	
	
	
	

	CO1000A
	Fundamental Programming Concepts 
	I, L
	C
	I, L, T
	
	I, L, T

	CO1040B
	Object-Oriented Programming with Java 
	C, R
	C, R
	C, R, T
	
	

	CO2020A
	Biometric Authentication Technologies
	G(R,O)
	
	D
	G(R,O)
	I, L

	CO2060B
	Databases
	G(R,O)
	
	G(R,O), T
	G(R,O)
	E

	CO2070B
	Operating Systems and Networking 
	C
	C, E
	C
	
	E

	CO2090A
	Software Development with Java 
	C, T
	C, R, T
	C, T
	C, R
	

	CO3000A
	Scientific C++ 
	C, R, T
	C, R, T
	C, T
	
	

	CO3010B
	Computer Graphics and Image Processing
	I, R
	
	C, I, R, T
	
	I, E

	CO3030A
	Internet Scripting
	C, T
	C, T
	C
	
	I

	CO3040B
	Databases and the Web
	C, G(R,O)
	
	I
	G(R,O)
	I

	CO3050B
	Elements of Neural Computation
	C, G(R, O)
	
	C, G(R, O)
	G(R,O)
	G(R,O), E

	CO3060B
	Advanced Techniques in Web Design
	
	
	
	
	

	CO3080B
	Computer Speech Processing
	
	
	
	
	

	CO3100A
	Computer Forensics
	
	
	
	
	

	CO3160B
	Windows Programming
	C, T
	
	C, T
	
	

	CO3260B
	Scientific Visualization
	C, T
	
	C, T
	
	

	CO3300A
	Web Server Architectures
	C, T
	
	E
	
	I, E

	CO3990A/B
	CO Project
	C, D, O, R
	C, D, O, R
	C, D, O, R
	D
	C, D, O, R

	
	
	
	
	
	
	

	MA1010A
	Mathematical Science I
	C, G
	C, G, T, E
	
	G
	G, E

	MA1260A
	Mathematics for Statistics I
	C
	C, T, E
	
	
	E

	MA1101A
	Mathematics and Statistics
	
	T, E
	
	
	E


Key:

C - Coursework Assignment, D - Project Development, E – Examination, 

I - Individual Case Study or Self-Study/Research Exercise, 

G - Group Case Study or Self-Study, L - Library Workbook, 

O - Oral Presentation/Interview, P - Poster Presentation, R – Report, T - In-class Test.

The learning and teaching strategies of the field seek to ensure that students learn actively and effectively, thus laying the foundation for future careers and/or further study.

	E.
FIELD STRUCTURE



The Computing Field contributes three modules at Level 1, in addition to two modules on Mathematics for Statistics and a module on Introduction to Probability and Statistics. In Levels 2 and 3, students take five computing modules.

The major learning path of the Field is based on the object-oriented paradigm, providing the foundation to the more specialized topics. In Level 1, two modules introduce the notions of object-oriented programming and design, as well as emphasizing good software engineering principles. Java, supporting the object-oriented paradigm, is used as the vehicle for introducing concepts such as object and inheritance and for developing fundamental programming skills. The Level 2 module develops and extends the previous programming skills from an object-oriented perspective. The module also considers software engineering issues for programming at large. There is a large selection of options, at Level 3, centred around scripting, graphics, databases and programming. General investigative aspects of computer security are addressed through the following core modules:

	Code
	Module Title

	CO2020A
	Biometric Authentication Technologies

	CO3100A
	Computer Forensics


The implementation of the objects-first approach includes the following core modules:

	Code
	Module Title

	CO1000A
	Fundamental Programming Concepts

	CO1040B
	Object-Oriented Programming with Java

	CO2090A
	Software Development with Java


The study of information management is introduced, at Level 2, through a formal study of databases in a module CO2060B (Databases). 

Options in Scientific Visualization, Intelligent Knowledge-Based Systems (IKBS), Neural Networks, Decision Making, Object-Oriented Databases augment the provision of modules for this learning path.

An optional learning path is based on the web-based approach, which focuses on the Internet and the World-Wide Web. In Level 1, a core module introduces the concepts associated with the Internet and introduces the skills to use the tools and services of the Internet more effectively. All students can choose to follow this learning path by selecting, at Level 3, option modules on XML, web scripting languages and database interfacing.

The following modules represent the web-based approach:

	Code
	Module Title

	CO1052B
	HTML Programming and Internet Tools

	CO2013A
	Web Technologies

	CO3030A
	Internet Scripting

	CO3020B
	Internet Security

	CO3040B
	Databases and the Web

	CO3060B
	Advanced Techniques in Web Design

	CO3070A
	XML for the Web


The undergraduate program also includes a significant amount of additional core and option modules, outside the learning paths described above. At Level 1 students are introduced to the architecture and operation of the University mainframe and PCs. This is followed by a core module (CO2070B) which provides a background in operating systems and data communications. Social and Professional issues, Human-Computer Interaction, and Graphics and Visual Computing are also present either as stand-alone modules or distributed throughout the curriculum. 

By the end of the course, all students will be familiar with the Windows operating system, will be exposed to Linux/Unix and will have experience in the use of software in each of these environments. Students will gain hands-on experience of all the applications software studied. Practical workshops are regarded as central to the learning process in all computing modules. Throughout the course, workshops and assessments will involve individual and group tasks, and the development of interpersonal skills will be encouraged. Emphasis will be placed on good presentation of results and reports.
F.
FIELD REFERENCE POINTS

The Level 1 curriculum lays foundations in Computing and Internet programming. No previous knowledge in Computing is required. Fundamental software engineering concepts, data structures and algorithms are introduced in CO1000A. In CO1052A students learn the skills needed to use the Internet and to begin writing code which is understandable by the browsers. The module CO1040B augments the knowledge of data structures and algorithms by the use of a programming language. Software Engineering elements such as documentation and white-box testing are also further developed.  To provide the foundation to logical thinking, the CS&CF field includes two modules in Mathematics and Statistics and a basic module in Probability.

The first level modules are:

	Semester 1
	

	
	

	CO1000A
	Fundamental Programming Concepts 

	ST1210A
	Introduction to Probability and Statistics

	MA1260A
	Mathematics for Statistics I 

	
	One second (minor) field module

	
	

	Semester 2
	

	
	

	CO1040B
	Object-Oriented Programming with Java

	CO1052B
	HTML Programming and Internet Tools 

	MA1270B
	Mathematics for Statistics II

	
	One second (minor) field module


On completion of Level 1 it is expected that students will be proficient in the use of software packages; be aware of the ethical, legal and social aspects of information technology; be able to search and disseminate information using the world-wide web; appreciate the needs of software engineering and the different aspects of the lifecycle of a software product and be able to design and develop small scale quality software systems individually or as part of a team.

Level 2

Level 2 modules build on the foundations of Level One. In particular, CO2090A further develops programming skills in Java and of Software Engineering practices; CO2060B provides a broad foundation on databases and specific knowledge and practice of the design and use of relational data models. CO2070B introduces the architecture, operation and data communications of the conventional digital computer and of a typical operating system. CO2020A  introduces techniques for classifying person’s characteristics relevant to interfacing with a computerized system.

The second level modules are:

	Semester 1
	

	
	

	CO2090A
	Software Development with Java 

	CO2013A
	Web Technologies

	CO2020A
	Biometric Authentication Technologies

	
	One second (minor) field module

	Semester 2
	

	
	

	CO2060B
	Databases

	CO2070B
	Operating Systems and Networking 

	
	Two second (minor) field modules


On completion of Level Two it is expected that the students will have extended their knowledge of Java; the use of software engineering aspects for software development; understand the role and workings of the conventional digital computer and be capable of developing a relational database. In addition, students will be able to analyze strengths and limitations of biometric systems and evaluate their performance.
Level 3

Level 3 comprises specialist modules that enable the students to study the several distinct paths within computing field. The core module on Computer Forensics introduces the legal and technical issues related to criminal computer investigations. 

The second core module on Internet Security deals with ways of protecting systems and data against various types of threat. The Scientific Visualization module introduces software tools in the 3D graphical environments as an investigative instrument in scientific applications. 

The third level modules are:

	Semester 1
	

	
	

	CO3100A
	Computer Forensics

	
	

	Options 3A
	

	CO3000A
	Scientific C++ 

	CO3030A
	Internet Scripting

	CO3070A
	XML for the Web

	CO3300A
	Web Server Architectures

	CI3600A
	Intelligent Knowledge-based Systems

	CI3450A
	System on Chip

	CI3430A
	Computer Vision

	
	

	Semester 2
	

	
	

	CO3020B
	Internet Security

	
	

	Options 3B
	

	CO3010B
	Computer Graphics and Image Processing

	CO3040B             
	Databases and the Web

	CO3050B
	Elements of Neural Computation

	CO3060B
	Advanced Techniques in Web Design

	CO3080B
	Computer Speech Processing

	CO3160B
	Windows Programming

	CO3260B
	Scientific Visualization

	CI3119B
	Decision Making

	CI3116B
	Advanced Databases

	CI3105B
	Virtual Reality

	CI3350B
	Intelligent Web Design

	CI3211B
	Mobile Business

	CI3212B
	Mobile Technology

	CI3580B
	Digital Communication Principles

	CI3113B
	E-Learning


At Level 3, students may undertake a double project module. The project may be either solely based on CS&CF field or it may combine the features of both fields.  In lieu of the project, students may choose CO3991 (Dissertation, Project, Management & Personal Skills) in combination with a module from the Second (minor) Field. 

Work Placement 

The sandwich year is an optional element in the programme, taken between Levels 2 and 3. Students who opt for the sandwich mode will spend a minimum period of 36 weeks in an approved placement in industry or commerce.

G.
TEACHING AND LEARNING STRATEGIES
The teaching and learning strategies will reflect the field aims, student background, potential employer requirements and the need to develop a broad range of technical skills, with the ability to apply them appropriately.

The teaching methods will include lectures, tutorials, seminars and practicals. The precise mix of these activities depends upon the nature of the individual module. Generally, subject material and corresponding techniques will be introduced in lectures; for most modules, practical activities are regarded as essential to the understanding of the material and the development of relevant skills.

Students will be expected to develop their skills, knowledge and understanding through independent and group learning, in the form of both guided and self-directed study. They will have the opportunity to work individually and as members of groups to meet the specific objectives of the field. 

The assessment strategy has been devised to reflect the aims of the field. In particular, the balance between the various assessment methods for each module reflects the specified learning outcomes.

Each module in the Modular Scheme has an associated Module Guide; these Guides indicate staff associated with the module, an outline of the study schedule, details of the assessments and reading lists.  Blackboard-based module guides further support the CS&CF field modules. 

H.
ASSESSMENT STRATEGIES
The assessments are designed so that students' achievements of the field objectives can be measured. A wide range of assessment techniques will be used to review as accurately and comprehensively as possible the students' attainments in acquiring sound factual knowledge together with the appropriate technical competence and understanding, so that they can tackle various types of problems.

Components of Assessment

In the field as a whole, the following components may be used in the assessment of the various modules:

· Multiple choice or short answer in-class tests: to assess competence in basic techniques and understanding of concepts

· Long answered structured questions in coursework assignments: to assess ability to apply learned techniques to solve simple to medium problems and which may include a limited investigative component.

· Long answer structured questions in end-of-module examinations: to assess overall breadth of knowledge and technical competence to provide concise and accurate solutions within restricted time.

· Practical exercises: to assess students' understanding and technical competence mainly in programming skills.

· Individual Courseworks: to assess ability to understand requirements and to provide solutions to realistic problems. The outcomes can be:

· Written report, where the ability to communicate the relevant concepts, methods, results and conclusions effectively will be assessed.

· Oral presentation, where the ability to summarise accurately and communicate clearly the key points from the work in a brief presentation will be assessed.

· Group-based coursework: contain all of the assessment objectives of individual courseworks and in addition are to assess ability to interact and work effectively with others as a contributing member of a team. 

· Project: The individual project module is similar to an extended individual coursework. The problems tackled may be of a more open-ended nature, allowing students to increase their knowledge of cyber security, computer forensics or of the second field by studying a topic in greater depth and/or by applying techniques learned in a new situation. As such the assessment here will place a greater emphasis on ability to plan work, manage time effectively, and research background information, although students will also be expected to produce written reports and to be interviewed about their work. 

Care has been taken to ensure that the methods of assessment have been selected so as to be most appropriate for the nature of the subject material, teaching style and learning outcomes in each case. Some modules are assessed entirely by means of in course assignments, while others have an end-of-module examination. No module is assessed only by means of a formal end-of-module examination.

In addition to any specific criteria, the following features are expected in work that is submitted for coursework assignments:

· Technical competence: the generated system or solution performs the requirements stated in the best possible implementation.

· Completeness: all aspects of the work are attempted and full explanations of all reasoning are given.

· Clarity: all explanations are clear and concise. Arguments follow a logical sequence and are laid out in a clear format.

· Neatness: all reports are produced using a word-processor. Tables, graphs and diagrams are neat and suitably labelled.

 Assessment Procedures

The Faculty already has policies and assessment procedures in operation to ensure fair and correct outcomes. Each assignment is internally moderated to check that it is well specified, of appropriate standard and marks reflect the contents. An internal moderator is assigned to scrutinise end-of-module examinations, and then at Levels 2 and 3 the examination questions are previewed by the external examiner to ensure that questions and solutions are correct and of an appropriate standard. Examination scripts are internally checked to ensure that they are correctly marked; they are made available to the external examiner. Two members of staff mark final year projects and the projects are also available to the external examiner. Finally, analysis and discussion of the results for each module will take place at the module and program assessment boards at the end of each academic year and at the School's individual subject review meeting, where problems can be addressed.

Assessment Summary

The table below indicates the methods of assessment to be used for core modules and CS&CF options from within the field being validated. Further details are given in the module descriptions.

Table 2 - Assessment Summary (Indicative)

	Level 1

	Module Code
	Module Title
	Tests
	Written assignments
	Practical/

Case Study
	Examination

	CO1000A
	Fundamental Programming Concepts
	*
	
	*
	

	CO1040B
	Object-Oriented Programming with Java
	*
	*
	
	

	CO1052B
	HTML Programming and Internet Tools
	*
	*
	*(Group)
	

	MA1260A
	Mathematics for Statistics I
	*
	*
	
	*

	MA1270B
	Mathematics for Statistics II
	*
	*
	*
	*

	ST1210A
	Introduction to Probability & Statistics
	*
	*
	
	*

	Level 2

	Module Code
	Module Title
	Tests
	Written assignments
	Practical/

Case Study
	Examination

	CO2090A
	Software Development with Java
	*
	*
	
	

	CO2060B
	Databases
	*
	
	*(Group)
	*

	CO2070B
	Operating Systems and Networking 
	
	*
	
	*

	CO2013A
	Web Technologies
	*
	*
	*(Group)
	

	CO2020A
	Biometric Authentication Technologies
	
	*
	*(Group
	*

	Level 3

	Module Code
	Module Title
	Tests
	Written assignments
	Practical/

Case Study
	Examination

	CO3000A
	Scientific C++ 
	*
	*
	
	

	CO3010B
	Computer Graphics and Image Processing
	*
	*
	*
	*

	CO3020B
	Internet Security
	
	*
	
	*

	CO3030A
	Internet Scripting
	*
	*
	
	

	CO3040B
	Databases and the Web
	
	*
	*(Group)
	*

	CO3050B
	Elements of Neural Computation
	
	*
	*(Group)
	*

	CO3060B
	Advanced Techniques in Web Design
	*
	*
	
	*

	CO3070A
	XML for the Web
	
	*
	
	*

	CO3080B
	Computer Speech Processing
	*
	*
	
	*

	CO3100A
	Computer Forensics
	
	*
	
	*

	CO3160B
	Windows Programming
	*
	*
	
	

	CO3260B
	Scientific Visualization
	*
	*
	
	

	CO3300A
	Web Server Architectures
	
	*
	
	*


I.
ENTRY QUALIFICATIONS

1.
The minimum entry qualifications for the field are:

The minimum general entry requirements applicable to all programmes within the University Modular Scheme will apply to this field.

2. Typical entry qualifications set for entrants to the field are:

For the CS&CF field at least 260 points, including two 6-unit awards, with a GCSE-level in Mathematics and English at grades A – B, are required.

A foundation year is available for students without formal entry qualifications. Mature applicants and those with qualifications not specified above will be considered individually.

J.
CAREER OPPORTUNITIES

In addition to providing a route to studying for higher degrees, the CS&CF field graduate will be equipped for employment such as:

· Teaching professional

· Business analyst

· Computer security professional

K.
INDICATORS OF QUALITY

· The Faculty was awarded a New Technology Institute in 2002. This has the focus of IT skills in Business for South West London.

· Kingston University has been recognised as a high quality teaching institution as it has consistently scored highly on the “24” point system.

· Kingston University’s research programmes have been recognized as nationally and internationally competitive in the last Research Assessment Exercise (RAE) and its originality and importance is reflected in greatly increased support from government, industry and charities. 

· Current CISM research includes Computer Vision and Digital Imaging, Electronic Commerce, Data Communications and Networking, Software Engineering, Bioinformatics, Information Management, Learning Technology, Medical Statistics, Operational Research and New Media Design. Most of this is concentrated in three centres, CARIS (Applied Information Systems), MINT (Mobile and Internet Technologies) and DIRC (Imaging).

L.
APPROVED VARIANTS FROM THE UMS/PCF

None.

	


BSc (HONOURS) CYBER SECURITY & COMPUTER FORENSICS                     
SJCSCFW      (WCSCF)

	LEVEL 1  
	LEVEL 2 
	OPTIONAL
	LEVEL 3 

	Mathematics for Statistics I

MA1260A   (D)

GCSE Maths B
	Object-Oriented Programming with Java

CO1040B  (F)


	Software Development with Java

CO2090A  (A)
	Databases

CO2060B  (G)


	Industrial 

Placement Year
	CO Option 3A
	CO Option 3B

	Introduction to Probability & Statistics

ST1210A (E)
	Mathematics for Statistics II MA1270B (D)
	Web Technologies

CO2013A  (G)


	Operating Systems and

Networking

CO2070B  (D)
	
	Computer Forensics

CO3100B (E)
	     Internet Security

      CO3020B (C )



	Fundamental Programming Concepts

CO1000A  (B)
	HTML Programming and Internet Tools

CO1052B  (E)
	Biometric Authentication Technologies 

CO2020A (E)
	Second Field module
	
	Second Field module
	Second Field module

	Second Field module
	Second Field module
	Second Field module
	Second Field module
	
	Dissertation,Project Management & Personal Skills  CO3991A  (D) 
	Second Field module

	
	
	
	
	
	Second Field module
	Dissertation,Project Management & Personal Skills  CO3991B  (D)

	
	
	
	
	
	Or Project
	Or Project

	CO Option 3A 
CO3000A
 Scientific C++ (B)  CO1040B
CO3030A
 Internet Scripting ( C) CO2013A
CO3070A XML for the Web (F) CO2090A, CO2013A
CO3300A  Web Server Architectures (G)  
CI3450A   System on Chip  (F/A)

CI3430A   Computer Vision  (C )
CI3600A   Intelligent Knowledge-Based Systems  (C) 
	  CO Option 3B  

CO3010B   Computer Graphics and Image Processing  (A) CO1040B, MA1101A
CO3040B
 Databases and the Web ( F) CO1052B, CO2090 or CO3030A
CO3050B   Elements of Neural Computation  (A)  CO1040B
CO3060B   Advanced Techniques in Web Design (B) CO1052B, CO2013A
CO3080B   Computer Speech Processing (F)  CO2090A
CO3160B   Windows Programming  (G)  CO1040B
CO3260B   Scientific Visualisation (B) CO1040B
CI3116B   Advanced Databases  (C/F)

CI3150B   Virtual Reality  (C/G)

CI3350B    Intelligent Web Design  (A)

CI3211B    Mobile Business  (Tues Eve)

CI3212B   Mobile Technology (Tue Eve/A)

CI3580B   Digital Communication Principles  (B)

CI3113B   E-Learning  (B)

CI3119B   Decision Making  (E)
	
	CO 1234 - prerequisites
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